**Transfer Impact Assessment (TIA)**

|  |  |
| --- | --- |
| Prosjekt/system/tjeneste/arbeidsprosess |  |
| Saksnummer i P360/UH-sak |  |
| Versjon |  |
| Ansvarlig leder |  |
| Prosjektleder/forvalter/kontaktperson |  |

*En TIA skal brukes for å kartlegge beskyttelsesnivå i mottakerland, de konkrete*

*omstendighetene ved tilgjengeliggjøringen og nødvendigheten og eksistensen av*

*supplerende tiltak i forbindelse med at personopplysninger ønskes*

*tilgjengeliggjort for noen utenfor EU/EØS. Konsekvensen av å unnlate å gjennomføre en slik vurdering er potensielle bøter fra Datatilsynet og omdømmetap for OsloMet.*

Se nettside: [EDPBs seks steg ved vurdering av overføring til tredjeland (TIA).](https://ansatt.oslomet.no/edpbs-seks-steg?p_l_back_url=%2Fsok%3Fq%3Dedpb)

**1. Hvem er mottaker av personopplysningene (Steg 1)?**

Navn:

Adresse:

Hvilken type institusjon/virksomhet er dette og i hvilken sektor arbeider de?

Beskriv:

☐ Mottar opplysninger direkte fra OsloMet

☐ Mottar opplysninger fra OsloMet sin

samarbeidspartner/leverandør eller underleverandør

**2. Hvilken rolle har OsloMet (Steg 1)?**

☐ Behandlingsansvarlig

☐ Databehandler

*2.1 Hvis* ***behandlingsansvarlig****, er det felles behandlingsansvar?*

☐ Ja, partene har felles behandlingsansvar

☐ Nei, kun OsloMet er behandlingsansvarlig

*2.2 Hvis* ***databehandler****, angi hvem som er behandlingsansvarlig*:

**3. For hvilket formål skal personopplysningene gjøres tilgjengelig for mottaker (Steg 1)?**

Beskriv:

**4. Hvilke kategorier av personopplysninger skal gjøres tilgjengelig for mottaker (Steg 1)?**

Beskriv:

**5. Hvilke kategorier av særskilte personopplysninger som skal gjøres tilgjengelig**

**for mottaker (Steg 1)?**

Beskriv:

**6. Hvilke kategorier av personer skal det gjøres tilgjengelig opplysninger om (Steg 1)?**

Beskriv: *Tenk på om* *på om noen av disse er særlige sårbare grupper, slik som barn, eldre, pasienter osv.*

**7. Hvor omfattende er personopplysningene som gjøres tilgjengelig for**

**Mottaker (Steg 1)**? Beskriv:

**8. Beskriv hva slags databehandling som vil utføres på personopplysningene hos mottaker (Steg 1):**

**9. Beskriv i hvilket format personopplysningene skal gjøres tilgjengelig**

**for mottaker (Steg 1):** *(f.eks. intervju på Mp4-lydfil, direkte personopplysninger i kryptert Excelfil, pseudonymiserte personopplysninger i Wordfil).*

**10. Beskriv hvordan personopplysninger skal gjøres tilgjengelig for**

**mottaker i praksis (teknisk beskrivelse) (Steg 1):** *(f.eks.**gi tilgang til TSD, sende på epost med filesender, sende minnepinne rekommandert).*

**11. Hvor lenge vil personopplysningene være tilgjengelig for noen i et tredjeland?**

**Skal data oppbevares i tredjeland (Steg 1)?**

Beskriv:

**12. Er lovgivning, praksis og regelverk i mottakerlandet egnet til å gi**

**opplysningene et tilsvarende beskyttelsesnivå som under**

**personvernforordningen (Steg 3)?**

☐ Ja

☐ Nei, følgende lover, regler og praksis begrenser personopplysningssikkerheten:

☐ Mangler kunnskap om lover, praksis og regelverk i mottakerlandet, slik at det må legges til grunn at beskyttelsesnivået er lavere enn det personvernforordningen krever.

**13. Foreligger det, i din sak innhentet av deg, formasjon om at myndigheter i mottakerlandet tidligere har begjært utlevert data som kan inkludere de typer personopplysninger som skal gjøres tilgjengelig for dette tilfellet (Steg 3)?**

☐ Ja, det foreligger rapport om at myndigheter krever utlevert personopplysninger, blant

annet:

☐ Nei

**14. Beskriv alle supplerende tiltak som skal implementeres**: *(Kontraktuelle, organisatoriske eller tekniske tiltak, se* ***Steg 4 på nettsiden)****:*

**15. Vil implementeringen av supplerende tiltak være effektive for å gi**

**behandlingen av personopplysninger i mottakerlandet et**

**beskyttelsesnivå som i det vesentlige tilsvarer beskyttelsesnivået under**

**personvernforordningen (Steg 4)?**

☐ Ja

☐ Nei

*15.1 Hvis* ***ja****, hvilket overføringsgrunnlag skal benyttes (Steg 2 og 5)?* Dersom det skal brukes ulike overføringsgrunnlag, gi en beskrivelse under.

☐

☐

☐

*Andre opplysninger om overføringsgrunnlag*:

*15.2 Hvis* ***nei****, finner dere at det er grunn til å tro at den problematiske lovgivningen vil bli gjort gjeldende i praksis (Steg 3)?*

☐ Ja, vi må stoppe overføring/ikke overføre personopplysninger.

☐ Nei, men vi velger likevel å stoppe/ikke overføre personopplysninger.

☐ Nei, vi planlegger å grundig dokumentere at lovgivning og praksis ikke vil gjøres gjeldende overfor denne overføringen, og at overføringsmekanismen vil være effektiv for å sikre et tilstrekkelig beskyttelsesnivå. Vi skal rådføre oss med personvernombudet eller personvernkontakt (med gode kunnskaper innen personvern/informasjonssikkerhet) ved OsloMet før vedtak om å begynne eller fortsette overføring treffes.

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_ \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

Rolle: Prosjektleder/forvalter/kontaktperson Rolle: Behandlingsansvarlig - leder

Dato og sted Dato og sted